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Abstract of the contribution: This paper proposed a new solution to support AIoT services for topology 2.
1	Discussion
This paper proposed a new solution to support AIoT services for topology 2.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-13 as follows.
* * * * First change * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc153792592][bookmark: _Toc153792677][bookmark: _Toc157661583][bookmark: _Toc160698594][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc517082226]* * * * Second change * * * * (ALL TEXT NEW)
[bookmark: _Toc324232213][bookmark: _Toc326248709][bookmark: _Toc22286587][bookmark: _Toc23317648][bookmark: _Toc94300260][bookmark: _Toc160698631]6.X	Solution #X: Architecture enhancement to support AIoT services for topology 2
[bookmark: _Toc326248710][bookmark: _Toc22286588][bookmark: _Toc23317649][bookmark: _Toc94300261][bookmark: _Toc160698632]6.X.1	Description
[bookmark: _Toc509873782][bookmark: _Toc509905232][bookmark: _Toc22286589]The solution applies to the Key Issue#1 "Architecture support of Ambient IoT Devices", the Key Issue #2 "Identification, Subscription, Registration and Connection management" and the Key Issue #3 "Support of Ambient IoT Services". This solution applies to Topology 2 as defined in TR 38.848 [7].
The Figure 6.X.1-1 illustrates the system architecture to support AIoT services for Topology 2.


Figure 6.X.1-1: System Architecture to support AIoT Services for Topology 2
The system architecture and functions as defined in TS 23.501 [4] are used as basis to support the Ambient IoT services (e.g. Inventory, Command) with the following clarifications:
-	AMF is enhanced to support transfer of service request from AF (via NEF) to UE, and transfer of service response from UE to AF (via NEF).
-	NEF is enhanced to support transfer of service request from AF to AMF, and transfer of service response from AMF to AF.
-	UDM is enhanced to support authorize AIoT service request from AF, and AIoT service response from UE.
-	UE is enhanced to support Reader functions.
The Figure 6.X.1-2 illustrates the protocol stack to support AIoT services for Topology 2.


Figure 6.X.1-2: Protocol stack to support AIoT Services for Topology 2
As shown in the Figure 6.X.1-2, it is assumed AIoT Device communicates with UE via a new interface AIoT and both Access Stratum layer and Non-Access Stratum layer are supported. The UE communicates with the network using the existing Uu interface.
NOTE 1:	The Access Stratum layer functionality is to be defined by RAN WGs.
For topology 2, the UE performs the Reader functions to send AIoT service request (e.g. Inventory, Command) to the AIoT Devices and receive AIoT service response (e.g. Device ID, AIoT data) from the AIoT Devices. The UE also acts as an intermediate node which is under the network control. This solution proposes a control plane based solution for core network to select the UE and to transfer the AIoT service request/response between UE and AF.
The AF requests service operation for an AIoT Device or a group of AIoT Devices or all of AIoT Devices via the NEF, and the NEF forwards the requested service operation to the AMF. The AMF selects the UE and delivers the requested service operation to the UE. The UE performs service operation (e.g. Inventory, Command) with the AIoT Devices and transfers the AIoT information (e.g. Device ID, AIoT data) received from the AIoT Devices to the AMF. The AMF then sends the AIoT information the AF via the NEF.
[bookmark: _Toc23317650][bookmark: _Toc94300262][bookmark: _Toc160698633]6.X.2	Procedures
[bookmark: _Toc22286590]Depicted in Figure 6.X.2-1 is the procedure to support AIoT Services for Topology 2.


Figure 6.X.2-1: Procedure to support AIoT Services for Topology 2
1.	UE performs Registration procedure as defined in TS 23.502 [5]. The UE includes AIoT Communication Indication in the Registration Request message and the AIoT Communication Indication indicates whether UE supports communication with AIoT Devices. If the UE is authorized to communicate with the AIoT Devices, the AMF includes authorized information in the Registration Accept message to the UE.
2.	AF sends an AIoT Service Request (AF Identifier, UE ID, Device ID, requested service operation, area information) message to the NEF. The requested service operation indicates the service (e.g. Inventory, Command) the AF requested for the Ambient IoT Device(s). Device ID is used to identify one/group/all of Ambient IoT Devices. The area information is used to indicate the area the service operation will be applied, and the area information could be geographic area. The UE ID is the GPSI of UE.
	The service operation could be an end-to-end parameter between AF and Ambient IoT Device which means it is transparent to CN, NG-RAN and UE, it also could be a parameter that can be understood by CN and UE. The following steps further clarify how these two options work.
3.	The NEF checks if the AF is authorized to request the AIoT service and requests for the serving AMF of the UE if UE ID is provided in step 2.
4.	The NEF selects the AMF either using the serving AMF retrieved from UDM in step 3 or mapping the area information to the corresponding AMF, and forwards the requested service operation to the AMF using AIoT Service Request (Device ID, UE ID, requested service operation, RA list) message. The RA list is mapped from area information and may also be included for UE selection by the AMF. The UE ID is SUPI of UE.
5.	The AMF selects the UE (if not provided in step 4) for AIoT service operation if its registered area is in the RA list. 
6.	The AMF may derive the service operation based on the requested service operation and include the service operation in a DL NAS message (Device ID, service operation) to the UE, or the AMF may include the requested service operation as a container in a DL NAS message (Device ID, service operation) to the UE. If the UE is in CM_IDLE state, the network initiated service request procedure is performed before sending the DL NAS message.
7.	The UE (Reader) performs AS procedure (e.g. paging-like procedure) with Ambient IoT Devices. The UE may include an AIoT-NAS message (Device ID, service operation) into the AS message to the Ambient IoT Devices.
8.	For each Ambient IoT Device, if the Ambient IoT Device receives AS message and is matched with the Device ID, the Ambient IoT Device initiates the Random Access like procedure.
9.	The Ambient IoT Device sends and AIoT-NAS message (Device ID, AIoT data) over AS message. If the service operation is Inventory, the Device ID is included in the AIoT-NAS message. If the service operation is Command (e.g. Read), the AIoT data along with the Device ID are included in the AIoT-NAS message if requested by the service operation.
NOTE 1:	The AS procedures in steps 7, 8 and 9 are to be defined by RAN WGs.
NOTE 2:	The security protection of AIoT-NAS message is to be designed by SA3.
10.	The UE validates the Device ID which may require interaction with the core network.
11.	The UE sends an UL NAS message (Device ID, AIoT data) to the AMF.
12.	The AMF responds to the NEF using AIoT Service Response (Device ID, AIoT data) message.
13.	The NEF responds to the AF using AIoT Service Response (Device ID, AIoT data) message.
[bookmark: _Toc23317651][bookmark: _Toc94300263][bookmark: _Toc160698634]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
* * * * End of Changes * * * *
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